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Abstract: This paper proposes way forwards for the following Editor’s Notes in TS23.501 clause 5.44.3. 
1. Discussion
This paper proposes way forwards for resolving the following Editor’s Notes in TS23.501 clause 5.44.3. 
Editor's note#1: How and whether to handle the case where PINs share a PDU session and local switching is FFS.
Editor's note#2: One PIN served by more than one PDU sessions in PEGC is FFS.
Regarding Session management enhancement for PINE to PINE communication in a PIN, the following relevant key aspects have been agreed:
· Personal IoT Network (PIN) provides local connectivity between PINEs, i.e. UEs and/or non-3GPP devices.
· The PEGC is a UE with subscription data related to PIN within the 5GS and may register to 5GS.
· The PEGC may use IP address allocation methods as specified in clause 5.8.2.2 (e.g. IPv6 Prefix Delegation feature).
· One PEGC may serve more than one PINs and shall have at least one PDU Session for each PIN if the PIN traffic is via PEGC/5GC. 
For a UE with PEGC, there are three cases to potentially support PDU session association for a PIN:
· Case 1: Associate one PIN per PDU session


· Case 2: Associate multiple PINs for sharing one PDU session 


· Case 3: Associate one PIN to multiple PDU session 


Observation#1: 
For Case 1, if supporting one PDU Session per PIN only, the network needs information, e.g. PDU Session ID with PIN indication or PIN ID, to differentiate PDU sessions with the same DNN and S-NSSAI for enforcing operator’s policy for each PIN.
Proposal#1: It is proposed to consider the following options for clarification:
· Option1: using PDU Session ID to differentiate PDU Sessions with the same DNN and S-NSSAI. The enhancement includes:
· URSP rule for PIN needs to enhance RSD with new component: PDU Session ID.
· Option2: using PIN ID to differentiate PDU Sessions with the same DNN and S-NSSAI. The enhancement includes:
· PDU Session Establishment/Modification request message, the UE needs to include PIN ID as one of PDU Session attributes, e.g. PDU Session ID, DNN, S-NSSAI, SSX mode, etc.
· URSP rule for PIN needs to enhance RSD with new component: PIN ID.
Observation#2: 
For Case 2, based on current agreement on URSP rule for PIN using TD with a PIN ID, if configuring multiple URSP rules with TD including different PIN ID and with RSD including the same DNN and S-NSSAI, the PEGC can route different PINs traffic at the PEGC to the same PDU session. To optimize, it is possible to configure a URSP rule with TD including a list of PIN IDs and with RSD including the same DNN and S-NSSAI. Both cases can enable multiple PINs sharing one common PDU session based on operator’s policy.
For the downlink traffic routing handling, it requires the following enhancement:
· framed routing configuration by the SMF to configure PDR with Packet Filter Set including PIN traffic information, e.g. IP address range or IPv6 Prefix for a PIN, that allows the UPF routing the relevant PIN traffics to the destination PEGC and the PIN which shares the PDU session. 
· For PEGC, it should be able to forward a specific PIN traffic to the destined PIN and its PINE, e.g. based on IP header information including destination IP address range or IPv6 Prefix for a PIN, and IP address for a PINE.
Proposal#2: Remove Editor’s note#1 and clarify the following aspects:
· PDU session association: a PDU session can serve one or multiple PINs of a PEGC.
· DL Traffic routing: a UE can route non-PIN traffic to applications at UE, and a PEGC can route a PIN traffic to the destination, e.g. PIN and its PINE behind the PEGC, based on PIN traffic information, e.g. IP addresses information associated to PIN ID and PINE ID. 
· The SMF perform IP address allocation to allocate multiple IP address ranges or IPv6 Prefixes to a PEGC for its serving PINs sharing the PDU session based on the PIN group information from UDM.
· The SMF can enhance framed routing configuration via PDR with packet filter set for PINs based on PIN group information and IP address allocation mechanism. For example, a PIN ID is associated to an IP address group (IP address range or IPv6 Prefix). 
· Based on PDR and FAR, the UPF can identify a specific PIN traffic indicated by the packet filter set and then route the PIN traffic to the destination PIN via the PEGC.
· PDU Session Establishment/Modification Request enhancement: Since the SMF needs to handle PIN traffic routing for multiple PINs served by the shared PDU session as describe above, a PIN service indication and PIN ID can be included in the PDU Session Establishment/Modification request message to indicate the SMF to adapt to different session management handling for PIN, e.g. SMF needs PIN group information from the UDM using PIN ID (external group ID) and PEGC ID (SUPI) to retrieve PIN group information. 
· PIN group information: the UDM needs to store PIN group information, including PIN ID and a list of PEGCs.
Observation#3: 
For Case 3, if supporting one PIN of the PEGC to be served by multiple PDU Sessions, the PCF needs to configure multiple URSP rules with different TD including information of a PIN subgroup, e.g. a group of PINEs, within the PIN and with RSD including different DNN and S-NSSAI. The PEGC would need to identify a specific PIN subgroup traffic within the PIN for routing these PIN subgroup traffic to a PDU session with specific DNN and S-NSSAI based on URSP rules for PIN.
In support of multiple PDU Sessions per PIN of the PEGC, it requires the following enhancement:
· For the URSP rule for PIN handling, the URSP rule needs TD enhancement to add PIN subgroup component which is to enable PINEs in the same PIN subgroup to use a PDU session with specific DNN and S-NSSAI. The PIN subgroup identification may be a PIN subgroup ID, e.g. internal group ID, a IP group address, or list of PINE IDs.
· Traffic routing configuration by the SMF to allocate IP address group, e.g. IP address range or IPv6 Prefix, for a PIN subgroup within PEGC for the PIN based on PIN group information from the UDM and to configure UPF with PDR with the IP address group for the PIN subgroup. 
· For PEGC, it should be able to forward a specific PIN traffic to the destined PINE of the PIN subgroup, e.g. based on IP header information including destination IP address range or IPv6 Prefix for a PIN subgroup associated to the PDU Session, and IP address for a PINE.
Proposal#3: Remove Editor’s note#2 and clarify the following aspects:
· PDU session association: a PDU session can serve one or multiple PIN subgroups of a PEGC for a PIN.
· URSP rule for PIN: the PCF needs PIN subgroup information from the UDM to configure URSP rules with information of PIN subgroup, e.g. internal group ID, a IP group address, or list of PINE IDs (IP address or virtual interface ID).
· DL Traffic routing: a UE can route non-PIN traffic to applications at UE with PEGC, and the PEGC can route a PIN traffic to the destination, e.g. PIN subgroup including a list of PINEs behind the PEGC, based on PIN traffic information, e.g. IP addresses information associated to PIN subgroup. 
· The SMF perform IP address allocation to allocate multiple IP address ranges or IPv6 Prefixes to a PEGC for one or more PIN subgroups of its serving PIN based on the PIN group information from UDM. Each PIN subgroup is associated to a PDU session with specific DNN and S-NSSAI.
· The SMF can enhance framed routing configuration via PDR with packet filter set for PIN subgroups based on PIN group information and IP address allocation mechanism. For example, a PIN subgroup ID is associated to an IP address group (IP address range or IPv6 Prefix). 
· Based on PDR and FAR, the UPF can identify a specific PIN traffic indicated by the packet filter set and then route the PIN traffic to the destination PIN subgroup via the PEGC and the corresponding PDU session.
· PDU Session Establishment/Modification Request enhancement: Since the SMF needs to handle PIN traffic routing for multiple PIN subgroups served by PEMC using different PDU sessions as describe above, a PIN service indication, PIN group ID and PIN subgroup ID can be included in the PDU Session Establishment/Modification request message to indicate the SMF to adapt to different session management handling for PIN, e.g. SMF needs PIN group information from the UDM using PIN ID (external group ID) and PEGC ID (SUPI) to retrieve PIN group and PIN subgroup information. 
· PIN group information: the UDM needs to store PIN group information, including PIN ID, a list of PEGCs, and a list of PIN subgroups at PEGC for a PIN.
Observation#4: 
For PINE to PINE indirect communication, the PDU session association would impacts the IP address structure of an PINE: 
· For PINE as an IP based non-3GPP device, a PINE is associated to an IP address in 5G network based on the IP address group of the destination PIN (using shared PDU session)/destination PIN subgroup (using multiple PDU Sessions per PIN) and IP address autoconfiguration mechanism. The PEGC can forward the PIN traffic to the destination PINE based on the IP address of the PINE.
· For PINE as a non-IP based non-3GPP device, a PINE is associated to an IP address in 5G network which can be composed by the IP address group, e.g. IPv6 Prefix, of its PIN (using shared PDU session)/PIN subgroup (using shared PDU session) and a virtual interface ID (e.g. last 64 bits of IPv6 address). The virtual interface ID can be mapped to MAC address of the PINE maintained by the PEGC. As such, the PEGC can forward the PIN traffic to the destination PIN based on the IP address group of the destination PIN, and to the destination PINE based on the virtual interface ID. 
The clarification is needed in support of PINE as a non-3GPP device using IP address allocation methods as specified in clause 5.8.2.2.
Proposal#4: It is proposed to clarify the following aspects:
· The PIN group/subgroup information needs to be stored at the UDM, which is useful to the SMF for IP address allocation for PIN and framed routing configuration on UPF. 
· The PEGC can base on IP header information to route the PIN traffic to the destination PIN (using shared PDU session) or PIN subgroup (using multiple PDU session per PIN) and PINEs (including UEs or non-3GPP devices) in the PIN/PIN subgroup.
· The PEGC can resolve the IP address information of destination PINE, e.g. (virtual) interface ID, based on IPv6 header and map it to its MAC address for routing.
2. Conclusion
It is proposed to agree on the above proposals and implement the corresponding changes in the following CRs for TS23.501, TS23.502, and TS23.503.
· S2-2305297, TS23.501 CR: implement proposal#1-4.
· S2-2305301, TS23.502 CR: implement proposal#1 
· S2-2305302, TS23.503 CR: implement proposal#1-4.
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